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 bring proceedings against the Exporting Entity if there is a breach by the Importing Entity; or     
  make a complaint to a competent Supervisory Authority in the jurisdiction in which the alleged   

infringement took place, or in which the Individual works or habitually resides.       

If an Individual suffers damage, where that Individual can demonstrate it is likely the damage occurred 
due to a breach of these Principles, then the burden of proof to show that no such breach took place 
will rest on the Exporting Entity.     

CO-OPERATION WITH SUPERVISORY AUTHORITIES   
MMC will co-operate with Supervisory Authorities in relation to the EU BCR and actively review and 
consider any decisions made by competent Supervisory Authorities on any European Data Protection 
Law issues that may affect the EU BCR. MMC will also review and consider the views of the European 
Data Protection Board (and any successor body) as outlined in its published guidance on BCRs.   

UPDATES TO THESE PRINCIPLES   
MMC reserves the right to modify its EU BCR. We will communicate any material changes to our lead 
supervisory authority, the Irish Data Protection Commission (Irish DPC), without undue delay, and via 
the Irish DPC, to any other competent Supervisory Authorities.  Any material changes will be 
communicated to Group Members through internal communications and to Individuals and
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We will take prompt action to remedy any breach of these Principles.      
 

To access a copy of the full Processor BCR Standard – please click here. 
 
Requests for more information regarding the BCR Standards, how to exercise any rights under the BCR 
or to obtain a copy of the BCR Standards may be submitted to mmcbcr@mmc.com.  
 
 

***   
 

 

DEFINITIONS   

Client means the Third Party client (as Controller) which is subject to European Data Protection Law.  

Europe means the European Economic Area (EEA) and Switzerland.   

European Data Protection Law means the GDPR and any data protection law of a Member State of the 
EEA and Switzerland, including local legislation implementing the requirements of the GDPR, in each 
case as amended from time to time and including subordinate legisl
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